**Соглашение о конфиденциальности персональных данных**

г. Санкт-Петербург «\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_20\_\_ г.

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**, именуемое в дальнейшем **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**, в лице **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**, действующего на основании **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**, и

**Фонд «Росконгресс»**, именуемый в дальнейшем **Фонд**, в лице **Директора по информационной безопасности Лыткина Владимира Игоревича**, действующего на основании **Доверенности № РК-24/Д/157 от 06.12.2024 г.,**

именуемые в дальнейшем «Стороны», по отдельности – «Сторона», заключили настоящее Соглашение о конфиденциальности персональных данных (далее – Соглашение), о нижеследующем.

1. **Предмет Соглашения**
	1. Стороны в связи с исполнением договорных отношений принимают на себя обязательства обеспечить конфиденциальность персональных данных, получаемых в рамках исполнения договоров и (или) Поручения на обработку персональных данных физических лиц, задействованных в подготовке и проведении, а также являющихся участниками мероприятий, проводимых Фондом «Росконгресс» в 2025 году (далее – Поручение).
2. **Термины и определения, используемые в Соглашении**
	1. Термины, применяемые в настоящем Соглашении, означают следующее.

Персональные данные – любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных).

Информация – сведения (сообщения, данные) независимо от формы их представления.

Конфиденциальность информации – обязательное для выполнения лицом, получившим доступ к определенной информации, требование не передавать такую информацию третьим лицам без согласия ее обладателя.

Разглашение персональных данных – действия (бездействие), в результате которых персональные данные в любой возможной форме (устной, письменной, иной форме, в том числе с использованием технических средств) становятся известными третьим лицам без письменного согласия субъекта персональных данных, за исключением случаев, предусмотренных федеральными законами.

Распространение персональных данных – действия, направленные на раскрытие персональных данных неопределенному кругу лиц.

Предоставление персональных данных – действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц.

1. **Права и обязанности Сторон**
	1. В целях исполнения предмета настоящего Соглашения Стороны обязуются:
		1. Обрабатывать получаемые друг от друга персональные данные лишь в целях исполнения заключенных (заключаемых) договоров и (или) Поручения в соответствии с требованиями законодательства Российской Федерации в области персональных данных и локальных нормативных актов Сторон в области персональных данных. Обработка персональных данных предполагает совершение Сторонами следующих действий как с использованием, так и без использования средств автоматизации: сбор, запись, систематизация, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передача (предоставление, доступ), блокирование, удаление, уничтожение персональных данных.
		2. Соблюдать конфиденциальность и обеспечивать безопасность персональных данных, при их обработке, а также требования к защите обрабатываемых персональных данных в соответствии со статьей 19 Федерального закона «О персональных данных», принимать правовые, организационные и технические меры для защиты полученных персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении указанных персональных данных в соответствии с правилами и условиями, определенными локальными нормативными актами Сторон в области персональных данных.
		3. Осуществлять передачу персональных данных способами, не противоречащими законодательству Российской Федерации. Передачу документов, содержащих персональные данные, осуществлять ценными (заказными) почтовыми отправлениями или курьерами Сторон.
		4. Не передавать друг другу персональные данные (документы, содержащие персональные данные) по открытым каналам связи, вычислительным сетям вне пределов контролируемой зоны и сетям Интернет без применения установленных Сторонами мер по обеспечению безопасности персональных данных.
		5. Обращаться с персональными данными и материальными носителями персональных данных в соответствии с требованиями локальных нормативных актов Сторон в области персональных данных.
		6. Не распространять или иным образом не раскрывать (включая продажу, обмен, опубликование) персональные данные, полученные Сторонами друг от друга любым из существующих способов, в том числе посредством ксерокопирования, воспроизведения или использования электронных носителей, без предварительного письменного согласия другой Стороны.
		7. Передавать персональные данные органу государственной власти и иным государственным органам только в случаях и в порядке, предусмотренных законодательством Российской Федерации.
		8. Незамедлительно уведомлять другую Сторону обо всех фактах и попытках несанкционированного доступа к полученным персональным данным и (или) информации, содержащей персональные данные, других нарушениях порядка обработки персональных данных.
	2. Стороны не осуществляют трансграничную передачу персональных данных.
2. **Дополнительные условия**
	1. Персональные данные и (или) информация, содержащая персональные данные, являются собственностью передающей Стороны.
	2. Передающая Сторона вправе потребовать от получившей Стороны вернуть персональные данные (документы, содержащие персональные данные) в любое время, направив данной Стороне уведомление в письменной форме.

В течение 30 (тридцати) дней после получения такого уведомления Сторона должна вернуть все персональные данные (документы, содержащие персональные данные) и уничтожить по акту персональные данные, все копии документов, материалов, иные материальные носители, содержащие персональные данные, имеющиеся у неё, а также обеспечить уничтожение персональных данных, находящихся у третьих лиц, которым она передала персональные данные с соблюдением условий настоящего Соглашения.

* 1. Права и обязанности Сторон по настоящему Соглашению в случае реорганизации одной из Сторон переходят к соответствующему правопреемнику (правопреемникам). В случае ликвидации одной из Сторон такая Сторона должна до завершения ликвидации обеспечить возврат передающей Стороне всех оригиналов документов и уничтожение всех персональных данных и любых носителей персональных данных, переданных указанной Стороной.
	2. Контроль за соблюдением порядка и условий обработки персональных данных и обеспечением их конфиденциальности в \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ возлагается на \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

Контроль за соблюдением порядка и условий обработки персональных данных и обеспечением их конфиденциальности в Фонде возлагается на Директора по информационной безопасности Лыткина Владимира Игоревича.

* 1. Вопросы, не урегулированные настоящим Соглашением, подлежат рассмотрению и разрешению в соответствии с законодательством Российской Федерации.
1. **Ответственность Сторон**
	1. Сторона, допустившая разглашение или распространение персональных данных, несет ответственность в соответствии с законодательством Российской Федерации, в том числе за убытки, понесенные передающей Стороной и возникшие в связи с раскрытием другой Стороной переданных ей персональных данных.
	2. Все споры и разногласия, которые могут возникнуть между Сторонами в связи с исполнением настоящего Соглашения, будут разрешаться путем переговоров между Сторонами.
	3. В случае не достижения соглашения путем переговоров все споры, разногласия или требования, касающиеся исполнения Соглашения, подлежат разрешению в суде в соответствии с законодательством Российской Федерации.
2. **Срок действия Соглашения**
	1. Настоящее Соглашение вступает в силу с даты его подписания Сторонами и действует до «31» января 2026 года.
3. **Заключительные положения**
	1. Настоящее Соглашение подписано в двух экземплярах, имеющих одинаковую юридическую силу, по одному для каждой из Сторон.
	2. Любые поправки, изменения и дополнения к настоящему Соглашению имеют силу только в том случае, если они составлены в письменном виде и подписаны в установленном порядке уполномоченными представителями каждой из Сторон.

**Подписи сторон:**

|  |  |
| --- | --- |
|  |  |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Юридический адрес: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Фактический адрес: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ИНН \_\_\_\_\_\_\_\_\_\_\_\_\_КПП \_\_\_\_\_\_\_\_\_\_\_\_\_ОГРН\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ОКПО \_\_\_\_\_\_\_\_\_\_Банковские реквизиты: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_БИК \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_к/с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_р/с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Фонд «Росконгресс»Юридический адрес: 123610, г. Москва, набережная Краснопресненская, д. 12, подъезд 7, помещение 1101.Фактический адрес: 199106, г. Санкт-Петербург, Средний пр., В.О., д.88, лит. АИНН 7706412930 КПП 770301001ОГРН 1077799005426 ОКПО 99646931Банковские реквизиты: ПАО «Банк «Санкт-Петербург» г. Санкт-ПетербургБИК 044030790к/с 30101810900000000790р/с 40703810148000002341 |
| Генеральный директор \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_/М.П. | Директор по информационной безопасности\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/В. И. ЛыткинМ.П. |